
   

Women in Technology WA                 Page 1 

Job Title:   Cyber Security Lead - Central Committee  

Reports To:   Co-Chairs 

Position Type:   Central Committee - Volunteer   

Level of Commitment:   

3 hours per week, plus 2-hour Central Committee Meeting per month, AGM and Annual Strategy Day  

Purpose of the position:            

 

Provide valuable insights and guidance on cybersecurity matters, including risk management, compliance, and 

incident response. This individual can help ensure WiTWA is well-prepared to handle potential cyber threats 

and protect sensitive information, which is critical for maintaining the trust and confidence of members and 

sponsors. 

 

Why volunteer at WiTWA? 

 

WiTWA is entering an exciting period of growth, and we are seeking a skilled Cyber Security professional to join 

our central committee and be part of this journey. 

As well as being a key cog in driving a positive social impact for gender equality across WA, you will also benefit 

from a support network of 25+ WiTWA volunteers to learn from, be championed by, and share your knowledge 

with. Welcome to your very own personal cheer squad! 

WiTWA facilitates industry connections for all its subscribers, and as a WiTWA volunteer, you will have first-

hand access to meeting some incredible people in our community. 

If that’s not enough, you also benefit from free tickets to the TechXchange Events, free tickets to the WiTWA 

[+] Conference, and free tickets to the WiTWA Tech [+] Awards 

 

What are we looking for you to take responsibility for? 

 

The successful applicant will: 

1. Conduct monitoring activities to inform the Central Committee of the events of interest.  

2. Raise potential security incidents and specify controls and mitigations within WiTWA’s Risk tolerance. 

3. Contribute to developing security processes, and advise on projects or initiatives to strengthen 

WiTWA’s security posture.  

4. Collaborate with the central committee to raise awareness about cyber risks and ensure that best 

practice is followed.  

5. Coordinate responses to breaches or incidents should they occur.  
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Who are we looking to appoint? 

 

As a member of the Central Committee, you will bring to the table:  

 

● Experience in policy/process development and maintenance 

● Experience in an advisory/consultant capacity  

● Strong collaboration and problem-solving skills  

● Ability to prepare papers, business cases and recommendations  

● A Cyber Security Qualification, Essential Eight Framework, or similar qualification  

● A willingness to apply for the AICD scholarship for NFP Board Foundations (2-day commitment) within a 

year of appointment - https://www.aicd.com.au/courses-and-programs/scholarships.html, if an AICD 

accreditation is not already held  

 

We at WiTWA are committed to promoting diversity and inclusion in the tech industry. We believe that having 

a diverse range of perspectives on our board is essential to achieving this goal. We welcome and encourage 

women of all backgrounds and experiences to apply, including women of colour and First Nations women, as 

we recognise the unique challenges and perspectives they bring to the table and feel these perspectives are an 

essential part of shaping the strategic direction of WiTWA. We also welcome applications from young 

professionals passionate about gender equality in the tech industry. We recognise the unique perspectives and 

ideas that early career representation brings to forming our future and encourage them to apply. 

 

By bringing together individuals from different backgrounds and experiences, we can better represent and 

support ALL women within our community. Therefore, we invite all qualified and passionate candidates to 

apply, regardless of gender, ethnicity, or cultural background. We value diversity and inclusivity, and we look 

forward to building a solid and inclusive board that reflects the values and aspirations of our organisation. 

 


